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SUMMER – 19 EXAMINATION 
Subject Name: Digital communication And Networking   Model Answer                        Subject Code: 17430 

Important Instructions to examiners: 
1) The answers should be examined by key words and not as word-to-word as given 

in the model answer scheme. 
2) The model answer and the answer written by candidate may vary but the examiner 

may try to assess the understanding level of the candidate. 
3) The language errors such as grammatical, spelling errors should not be given more 

Importance (Not applicable for subject English and Communication Skills. 
4) While assessing figures, examiner may give credit for principal components 

indicated in the figure. The figures drawn by candidate and model answer may 
vary. The examiner may give credit for anyequivalent figure drawn. 

5) Credits may be given step wise for numerical problems. In some cases, the 
assumed constant values may vary and there may be some difference in the 
candidate’s answers and model answer. 

6) In case of some questions credit may be given by judgement on part of examiner 
of relevant answer based on candidate’s understanding. 

7) For programming language papers, credit may be given to any other program 
based on equivalent concept. 

Q. 
No. 

Sub 
Q. 
N. 

Answer Marking 
Scheme 

1 (A) Attempt any six of the following: 12 M 

 a Define analog signal with waveform. 2M 

 Ans An analog signal is a continuous wave that changes over a time period. An 
analog signal is represented by a sine wave. An analog signal is described by 
the amplitude, period or frequency, and phase. An analog signal transmits 
data in the form of a wave 

 
 

Define 1M 
Diagram 1M 

 b Give classification of transmission media. 2M 

  
 

Ans 
 

  
 

Classification 
2M 
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 c Name different error detection methods. 2M 

 Ans Error Detection Techniques 

• Parity checks  

• Longitudinal Redundancy Checking (LRC)  

• Polynomial checking  
o Checksum  
o Cyclic Redundancy Check (CRC) 

Any 2 types-
2M 

 d Define peer-to-peer process. 2M 
 Ans Peer-to-peer (P2P) is a decentralized communications model in which each 

party has the same capabilities and either party can initiate a communication 
session.  

The P2P network model allows each node to function as both a client and 
server. P2P systems can be used to provide routing of network traffic, 
massive parallel computing environments, distributed storage and other 
functions. 

Define 2M 

 e List the networking devices with their purpose and present in which OSI 
layer. 

2M 

 Ans  
 

Device Purpose OSI Layer 

Hub Network Hub is a 
networking device which is 
used to connect multiple 
network hosts. 

Physical 
Layer 

Switch A switch is a multi-port 
bridge with a buffer and a 
design that can boost its 
efficiency (large number of 

Data Link 
Layer  

Any 2 devices 
2M 



MAHARASHTRA STATE BOARD OF TECHNICAL EDUCATION 
(Autonomous) 

(ISO/IEC - 27001 - 2013 Certified) 
 

 

Page No: 3 / 32 
 

 

ports implies less traffic) 
and performance.  

Repeater A repeater is an electronic 
device that amplifies the 
signal it receives.  

Physical 
Layer 

Bridge A bridge connects two sub 
networks as a part of the 
same network.  

Data Link 
Layer 

Router A router is a network 
device which is responsible 
for routing traffic from one 
to another network. 

Network 
Layer 

 

 f State the 32-bit binary equivalent of IP address 192.168.20.254.  2M 

 Ans 32-bit binary equivalent of IP address 192.168.20.254 is 

11000000101010000001010011111110 

Correct 
calculation 2M 

 g Compare repeater and Amplifier. 2M 

 Ans  Repeater Amplifier 

The repeater is an electronic circuit 
that receives a signal and 
retransmits the same signal with a 
higher power. 

Amplifier is an electronic circuit 
that increases the power of an input 
signal. 

It decodes the signal and extracts 
the original signal and regenerates 
the signal then retransmits it. 

It just increases the amplitude of the 
signal. 

Repeater eliminates the noise by 
regenerating the signal. 

Amplifier amplifies the signal along 
with the noise. 

 

Any 2 
Difference 2M 

 h Explain the role of network layer in OSI model. 2M 
 Ans Internetworking: This is the main duty of network layer. It provides the 

logical connection between different types of networks. 

Addressing:  Addressing is necessary to identify each device on the internet 
uniquely. This is similar to telephone system. The address used in the 
network layer should uniquely and universally define the connection of a 
computer. 

Routing: In a network, there are multiple roots available from a source to a 

Each function -
1/2 M 
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point through electrical or optical medium. 

 
 
Following are the five components of a data communication network. 

1. Data 
2. Sender 
3. Receiver 
4. Transmission Medium 
5. Protocol  

1. Data:  

Communication of data means a message or data will be transmitted from 
one device and will be received in the destination or target device. Data or 
message can be of various forms such as text, audio, video, image or 
combinations of these forms etc.  

2. Sender:  

A data must has to be sent to a destination from a source. This source is 
called the sender. The device that sends the data to the destination or target is 
the Sender.  

3. Receiver:  

The destination of a transmitted data is the receiver which will receive the 
data.  

4. Transmission medium:  

In data communication network, the transmission medium is the physical 
path for the data to travel to its destination after being sent by the Sender. 
Transmission medium could be like twisted-pair cable, coaxial cable, fiber-
optic cable etc. 

5. Protocol:  

A protocol is nothing but a set of rules that applies on the full data 
communication procedure. This is like an agreement between the two devices 

2M 
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to successfully communicate with each other.  

 
Characteristics of DCN 
1. Delivery:  
The system must deliver data to the correct destination. Data must be 
received by the intended device or user and only by that device or user. 
  
2. Accuracy:  
The system must deliver the data accurately. Data that have been altered in 
transmission and left uncorrected are unusable. 
  
3. Timeliness: 
The system must deliver data in a timely manner. Data delivered late are 
useless. In the case of video and audio, timely delivery means delivering data 
as they are produced, in the same order that they are produced, and without 
significant delay. This kind of delivery is called real-time transmission. 
  
4.Jitter:  
Jitter refers to the variation in the packet arrival time. It is the uneven delay 
in the delivery of audio or video packets. For example, let us assume that 
video packets are sent every 3D ms. If some of the packets arrive with 3D-ms 
delay and others with 4D-ms delay, an uneven quality in the video is the 
result. 

 b Differentiate FDM & TDM. 4M 
 Ans  

 
Frequency Division 
Multiplexing 

Time division 
Multiplexing 

FDM divides the channel 
into two or more 
frequency ranges that do 
not overlap 

TDM divides and 
allocates certain time 
periods to each channel 
in an alternating manner 

Frequency is shared Times scale is shared 

Used with Analog signals Used with both Digital 
signals and analog 
signals 

Interference is high Interference is Low or 
negligible 

Utilization is Ineffective Efficiently used 

4 points 4M 

 c Explain CRC with example.  4M 
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 Ans CRC is one of the most common and powerful error detecting code which 
can be describe as follows. The polynomial code also known as CRC with 
co-efficient of 0s and 1s. In this method the sender and receiver must agree 
upon generator polynomial g(x) in advance. Both the high and low order bits 
of the generator (divisor) must be 1. To compute the checksum for some 
frame (data) with m bits, the frame must be longer than generator 
polynomial. The idea is to append checksum to the end of frame in such a 
way that the polynomial represented by the checksum frame is divisible by 
g(x). When the receiver gets the checksum frame it tries dividing it by g(x). 
If there is remainder there has been a transmission error and zero remainder 
means no error in the transmission. r is degree of g(x) polynomial. 
Step by step procedure: 
1. Append a string of r zero bits to the lower order end of data word(m) 
where r is less than the number of bits pre-decided divisor by 1bit i.e. if 
divisor = 5 bits then r = 4 zeros. Now data word contains m+r bits   
2. Divide the newly generated data unit in step 1 by the divisor. It is module 
– 2 division  
3. The remainder obtained after division is the r bit CRC. 
4. This CRC will replace the r zeros appended to the data unit to get the code 
word to be transmitted. 
• For example, if data to be transmitted is 1001 and predetermined divisor is 
1011. The procedure given below is used:  
1. String of 3 zeroes is appended to 1011 as divisor is of 4 bits. Now newly 
formed data is 1011000.  

 

1. Data unit 1011000 is divided by 1011.  

Explanation2M 
Example2M 
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2. During this process of division, whenever the leftmost bit of dividend or 
remainder is 0, we use a string of Os of same length as divisor. Thus in this 
case divisor 1011 is replaced by 0000.  

3. At the receiver side, data received is 1001110.  

4. This data is again divided by a divisor 1011.  

5. The remainder obtained is 000; it means there is no error.  

 

• CRC can detect all the burst errors that affect an odd number of bits.  

• The probability of error detection and the types of detectable errors depends 
on the choice of divisor.  

• Thus two major requirement of CRC are:  

(a) CRC should have exactly one bit less than divisor.  

(b) Appending the CRC to the end of the data unit should result in the bit 
sequence which is exactly divisible by the divisor.  

 d Explain synchronous, asynchronous and Isochronous communication. 4 M 
 Ans The three data transfer methods are: Synchronous-1 

½ M 
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1- In Synchronous data transfer, each basic unit of data (such as a bit) is 
transferred in accordance to a clock signal or in other words the data is 
transferred at a pre-decided rate. So for this data transfer method a clock 
signal is needed. Moreover Synchronous data transfer systems usually have 
an error checking mechanism to guarantee data integrity over transmission. 

 

2- In Asynchronous data transfer systems, the data can be sent at irregular 
intervals and there is no pre-decided data rate of transmission. Special bits 
such as Start and stop bits are reserved to detect the start and end of data 
transmission in these systems and they are also equipped with an error 
checking mechanism. 

 

3-Isochronous data transfer lies somewhat in between the two other data 
transmission types. It sends Asynchronous data over a Synchronous 
transmission system. In such systems each data source is given only a fixed 
time to transmit its data. In that fixed interval of time, that data source can 
transfer data at whatever intervals it wants. If it has data which requires less 
time than the time allotted then it simply wastes the extra time by staying 
idle. Otherwise if it has data which requires more time to transmit than given 
then it sends the remaining data in its next turn. These systems do not have 
error check mechanism because it is not possible to re-transmit the data after 
an error due to strict timing conditions. 

 
 

Asynchronous-
1 ½ M 

Isochronous- 1 
M 

 e Draw OSI reference model. Describe the working of data link layer and 
transport layer. 

4M 

 Ans  Diagram 2M, 
Explain data 



MAHARASHTRA STATE BOARD OF TECHNICAL EDUCATION 
(Autonomous) 

(ISO/IEC - 27001 - 2013 Certified) 
 

 

Page No: 12 / 32 
 

 

 
Working of Data Link Layer 

The data link layer is responsible for the node to node delivery 
of the message. The main function of this layer is to make 
sure data transfer is error free from one node to another, over 
the physical layer. When a packet arrives in a network, it is 
the responsibility of DLL to transmit it to the Host using its 
MAC address.   
 

Working of Transport Layer 

Transport layer provides services to application layer and 
takes services from network layer. The data in the transport 
layer is referred to as Segments. It is responsible for the End to 
End delivery of the complete message. Transport layer also 
provides the acknowledgment of the successful data 
transmission and re-transmits the data if an error is found. 

link and 
transport layer 

2M 

 f Explain the architecture of WAN and WAN addressing 4M 
 Ans Architecture of WAN 

The WAN is a place in the network that aggregates various types, speeds, 
and links running a disparate set of protocols together crossing metropolitan, 
state, and even country boundaries. The largest example of a WAN is the 
Internet itself, which can be regarded as the public WAN. The primary 
purpose of a WAN is to connect users and applications connected to various 
LANs.WANs are used to connect LANs and other types of networks together 
so that users and computers in one location can communicate with users and 
computers in other locations. 

 

. Explanation  
WAN 2M 

Diagram 1M, 
WAN 

addressing 1M 
Consider any 

relevant 
Diagram  for 

WAN 
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•Twisted pair cables are of two types: 

Unshielded Twisted Pair (UTP): UTP cable is a 100Ω copper cable that 
consists of 2 to 1800 unshielded twisted pairs surrounded by an outer jacket. 
They have no metallic shield. This makes the cable small in diameter but 
unprotected against electrical interference. The twist helps to improve its 
immunity to electrical noise and EMI. 

Shielded Twisted Pair (STP): Shielded twisted pair is a special kind of 
copper telephone wiring used in some business installations. An outer 
covering or shield is added to the ordinary twisted pair telephone wires; the 
shield functions as a ground. 

 b Describe cable modem with diagram. 4M 
 Ans 1. Cable modems are one of the ways of accessing the internet.  

2. It provides the internet access to a home user along with cable television 
access.  
3. As the capacity of the coaxial cable is huge, the unused capacity is utilized 
to carry internet traffic.  
4. The architecture of internet access via cable modem is shown in figure 
given below.  
5. When a user wants to access the internet, he invokes the computer 
browser.  
6. The browser’s request reaches the Network Interface Card (NIC) of the 
computer.  
7. A device called splitter is fitted inside the premises of a cable TV user.  
8. The splitter is a device that splits the signals inside a coaxial cable into two 
parts.  
9. One part of the signal is the television signal and the other part of the 
signal carries the internet data. 10. Two separate parts of the signal arrives in 
separate wires. One wire goes to television set and the other wire carrying the 
IP packets is connected to the cable modem.  

Diagram 2M, 
Explanation 2M
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Bit rate = baud rate x the number of bit per baud 

5  Attempt any FOUR of the following: 16 M 
 a Compare OSI &TCP/IP protocol Suite. 4M 
 Ans OSI (Open System 

Interconnection) 
TCP/IP (Transmission Control 

Protocol / Internet Protocol) 

1. OSI is a generic, protocol 
independent standard, acting 
as a communication gateway 
between the network and end 
user.  

1. TCP/IP model is based on 
standard protocols around which 
the Internet has developed. It is a 
communication protocol, which 
allows connection of hosts over a 
network. 

2. In OSI model the transport 
layer guarantees the delivery 
of packets 

2. In TCP/IP model the transport 
layer does not guarantees 
delivery of packets. 

3. OSI model has a separate 
Presentation layer and Session 
layer. 

3. TCP/IP does not have a 
separate Presentation layer or 
Session layer 

4. OSI is a reference model 
around which the networks 
are built. Generally, it is used 
as a guidance tool.  

4. TCP/IP model is, in an actual 
implementation of protocols 
which we use on day to day 
basis. 

5. Network layer of OSI 
model provides both 
connection oriented and 
connectionless service 

5. The Network layer in TCP/IP 
model provides connectionless 
service. 

6. OSI model has a problem 
of fitting the protocols into 
the model.  

6. TCP/IP model has its own set 
of protocols for each layer. 

7. Protocols are hidden in OSI 
model and easily replaced as 
the technology changes.  

7. In TCP/IP protocols are well 
known and not easy to replace. 

8. OSI model defines services, 
interfaces and protocols very 
clearly and makes clear 
distinction between them. It is 
protocol independent 

8. In TCP/IP, services, interfaces 
and protocols are not clearly and 
makes clear distinction between 
them. It is protocol independent 

 

Any 4 points 
1M each 

 b Explain dial-up access for an individual user. 4M 
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 Ans Dial-up Internet access is a form of Internet access that uses the facilities of 
the public switched 
telephone network (PSTN) to establish a connection to an Internet service 
provider (ISP) by dialing a 
Telephone number on a conventional telephone line. 
 
Dialup internet service is a service that allows connectivity to the internet 
through a standard 
Telephone line. By connecting the telephone line to the modem in computer 
and inserting the 
Other end into the phone jack, and configuring the computer to dial a specific 
number provided by internet service provider (ISP) to access the internet on 
your computer. Dial up internet service is provided through several ISP. In 
order to get a dial up internet service a person must definitely have a 
computer and even more important a modem. There 
are different types of modems, to the modem. 
 
A dial-up remote access connection contains the following components: 

• Remote access client 
• Remote access server 
• WAN infrastructure 

Dial-up equipment and the WAN infrastructure 

 

 

The physical or logical connection between the remote access server and the 
remote access client is facilitated by dial-up equipment installed at the 
remote access client, the remote access server, and the WAN infrastructure. 
The nature of the dial-up equipment and WAN infrastructure varies, 
depending on the type of connection. The most common methods for dial-up 
remote access include: 

• Public Switched Telephone Network (PSTN) 
• Integrated Services Digital Network (ISDN) 

Specifications of Dial up connection: 
1. Uses the facility of telephone lines(PSTN) 
2. Requires modem of 56Kbps for conversion of digital to analog and vice 
versa. 
3. Dial-up lines generally support speeds of 2,400 to 9,600 bps. 
4. No dedicated path. 

Description 
2M, 

Specification –
any two-2M 

 c Draw & explain TCP packet format. 4M 
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 Ans 

 

The TCP packet format consists of these fields: 
Source Port and Destination Port fields (16 bits each) identify the end 
points of the connection. 

• Sequence Number field (32 bits) specifies the number assigned to 
the first byte of data in the current message. Under certain 
circumstances, it can also be used to identify an initial sequence 
number to be used in the upcoming transmission. 

• Acknowledgement Number field (32 bits) contains the value of the 
next sequence number that the sender of the segment is expecting to 
receive, if the ACK control bit is set. Note that the sequence number 
refers to the stream flowing in the same direction as the segment, 
while the acknowledgement number refers to the stream flowing in 
the opposite direction from the segment. 

• Data Offset (a.k.a. Header Length) field (variable length) tells how 
many 32-bit words are contained in the TCP header. This information 
is needed because the Options field has variable length, so the header 
length is variable too. 

• Reserved field (6 bits) must be zero. This is for future use. 

• Flags field (6 bits) contains the various flags:
URG—Indicates that some urgent data has been placed.
ACK—indicates that acknowledgement number is valid.
PSH—indicates that data should be passed to the application as soon 
as possible.
RST—resets the connection.
SYN—Synchronizes sequence numbers to initiate a connection.
FIN—Means that the sender of the flag has finished sending data. 

• Window field (16 bits) specifies the size of the sender's receive 
window (that is, buffer space available for incoming data). 

concept -2M, 
diagram -2M 
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• Checksum field (16 bits) indicates whether the header was damaged 
in transit. 

• Urgent pointer field (16 bits) points to the first urgent data byte in 
the packet. 

• Options field (variable length) specifies various TCP options. 

• Data field (variable length) contains upper-layer information. 

 d Explain Bluetooth architecture. 4M 
 Ans Pico nets A Bluetooth network is called a piconet, or a small net. A piconet 

can have up to eight 
Stations, one of which is called the primary; the rest are called secondary’s. 
All the secondary 
Stations synchronize their clocks and hopping sequence with the primary. 

 

 
Scatternet Pico nets can be combined to form what is called a scatter net. A 
secondary station in 
One piconet can be the primary in another piconet. This station can receive 
messages from the 
primary in the piconet (as a secondary) and, acting as a primary, deliver them 
to secondary’s in 
The second piconet. A station can be member of two piconets. 

Piconet 2M, 
Scatter net 2M 

 e List and explain function of physical layer and network layer from OSI 
model 

4M 
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computers. 

The DNS works very similar to a telephone directory inquiry service. 
The function of DNS server is 

• Accept request from programs for converting domain names into IP 
addresses. 

• Accept request from other DNS servers to convert domain names into 
IP addresses. When such request comes in, a DNS server has the 
following options: 

• It can supply the IP address because it already knows the IP address 
for the domain. 

• It can contact another DSN server and try to locate the IP address for 
the name requested. It may have to do this more than once. 

• It can return an error message because the requested domain name is 
invalid or does not exist. 

 
 

    
6  Attempt any FOUR of the following: 16 M
 a Explain the functions and types of bridges. 4M 
 Ans Types of Bridges:  

Following types of Bridges are used in network: 
 1) Transparent Bridge. 
 2) Translational Bridge.  
3) Source route Bridge. 
Functions of bridges 
1. Bridge divides large network into smaller segments. 
2. Bridge is a connecting device which works on data link layer of OSI 
model. 
4. Here Physical address of destination is checked if it is destined to another 
subnet then it is forwarded to that subnet but if that subnet is of different type 
then LLC will remove header and apply new header. 
5. To identify destination present on which subnet, bridge maintains 

2 Function -
2M, 

 types -2M 
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forwarding table containing information about on which port data has to be 
handed over for which destination. 
6. By an analyzing source address of incoming Packet, Bridge upgrades its 
forwarding table by learning about which device present on which subnet. 
Bridge does not change physical address. 
7. If bridge is having different LAN on segment then bridge will have 
separate MAC& LLC layer per type of LAN. 3. Each incoming packet will 
pass to MAC layer of bridge. 

 b Draw and explain architecture of an ISP. 4M 
 Ans 

 
 
A subscriber of an ISP connects to one of the telephone lines of the ISP via 
modem. ISP is equipment. The ISP‟s modem routes the subscriber to the 
remote access server (RAS) to authenticate the subscriber. Once the user is 
authenticated, the subscriber is as good as connected to the internet. Once the 
user is connected to the internet, the user can request web pages send/receive 
emails or files, so on. The user interaction with the internet is coordinated by 
the RAS (remote Access Server), the ISP allows the user to create an email 
ID and use it for sending/receiving emails. The main point is that since the 
internet users are not always connected to the internet, an ISP stores emails 
on their behalf on the SMTP server temporarily. 

 Web server performs two operations. 

• It can be used by the ISP to setup a portal  
• This web can be used to store the web pages created by the 

subscribers. These web pages belong to the ISP’s portal; can be 
hosted by different web servers for security and maintenance. 

Diagram 2M, 
Explanation 2M

 c Compare Packet switching and Circuit switching. 4M 
 Ans  Any 4 points 

1M each 
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Parameter Circuit switching Packet switching 

Routing 
scheme 

Route selected 
during call setup 

Each packet routed 
independently 

Multiplexing 
scheme Circuit multiplexing 

Packet 
multiplexing 
shared media 
access networks 

Addressing 
scheme 

Hierarchical 
numbering plan 

Hierarchical 
address space 

Information 
representation 

Analog voice or 
PCM coded voice Binary information 

End terminal Telephone, modem Computer 

Transmission 
system 

Analog and digital 
data over different 
transmission media 

Digital data over 
different 
transmission media 

Traffic Real time interactive Heavy traffic 

Application 

Telephone network 
for bi-directional, 
real time transfer of 
voice signals 

Internet for 
datagram and 
reliable stream 
service between 
computers 

 d Explain digital signal transmission with neat diagram. 4M 
 Ans A digital signal periodic or non-periodic, is a composite analog signal with 

frequencies between zero and infinity. We can transmit a digital signal by 
using one of two different approaches: baseband transmission or broadband 

Explanation 2M 
,types 2 M 
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transmission (using modulation). 

 

1. Baseband Transmission 

Baseband transmission means sending a digital signal over a channel without 
changing the digital signal to an analog signal. The following figure shows 
baseband transmission. Baseband transmission requires a low-pass channel, a 
channel with a bandwidth that starts from zero. This is the case if we have a 
dedicated medium with a bandwidth constituting only one channel.  

For example, the entire bandwidth of a cable connecting two computers is one 
single channel. As another example, we may connect several computers to a  
bus,but not allow more than two station to communicate at a time. 

  

2.Passband Transmission (Using Modulation) 

Passband transmission or modulation means changing the digital signal to an 
analog signal for transmission. Modulation allows us to use a band pass 
channel-a channel with a bandwidth that does not start from zero. This type 
of channel is more available than a low-pass channel.  

The following figure shows a band pass channel.  

 

 

 e Explain router and issues involved in routing. 4M 
 Ans Router is network layer device that routes packets based on their logical 

address (host to host address). Router normally connects LAN and WANS in 
the internet using route information stored in routing table Routing table of 

Explanation 
2M, issues 2 M 
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router is tabular database which stores information about destination and path 
(next Hop address through with to reach) information routing table is updated 
dynamically depending on changes in network 

Two types of routers are:  

1. Static routers: A router with manually configured routing tables is known 
as a static router  

2. Dynamic routers: A router with dynamically configured routing tables is 
known as a dynamic router. Dynamic routing consists of routing tables that 
are built and maintained automatically through an ongoing communication 
between routers. 

issues involved in routing 

• The network topology can be variable and inconsistent. 
• Depending on the performance goal in routing, it may not be possible 

to determine a routing path solely based on the network topology. 
 

 f Explain how session layer establishes, maintains and synchronizes the 
interaction between two communication hosts. 

4M 

 Ans Session layer: Establishes, maintains, and synchronizes the interaction 
among communication systems It is responsible for dialog control and 
synchronization. 

Functions of Session layer: 
a. Dialog control 
b. Synchronization 
c. Token Management 
d. Activity Management 
e. Data Exchange 
 
 

 

Explanation 
2M, function 2 

M 
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1) It works in dialog control and synchronization of data. 
 
2) It maintains, establish conversation between two processes using half or 
full duplex mode known as dialog control. 
 
3) It helps in synchronization of data from sender and receiver end. For 
example if we are sending 500 pages then we can apply checkpoint after 
every 50 pages to check if 50 pages are received, if yes then continue with 
next 51 pages otherwise perform operation again.   
 


